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THE STATE OF INTELLIGENCE

Some five years ago I was there at the creation of modern American
intelligence sending observers behind German lines in World War II and
planning the organization of the first American peacetime intelligence
service. Now, about a third of a century later, I've spent three months
looking over the American intelligence community that has evolved from
that embryo and talking about how it measures up to today's needs and

how it might be improved.

Over the years Dick Helms and my other predecessors have changed
intelligence and made it far more than a simple spy service. They developed
a great center of scholarship and research, with as many doctors and masters

of every kind of art and science as any university campus.

They have produced a triumph of techno]ogy, stretching from the
depths of the oceans to the 1imits of outer space; using photography,
electronics, acoustics and other technological marvels to 1éarn things
totally hidden on the other side of the world. In the SALT debate,
for example, Americans openly discussed the details of the Soviet missiles
which are held most secret in the Soviet Union, but are revealed by our

intelligence systems.

A11 this has produced a staggering array of information, a veritable

Miagaraof facts. But facts can confuse. The wrong picture is not worth



a thousand words. No photo, no electronic impulse can substitute for
direct, on-the-scene knowledge of the key actors in a given country or
region. No matter how spectacular a photo may be, it cannot reveal
enough qbout plans, intentions, internal political dynamics, economics,
etc. There are simply too many cases where photos are ambiguous or |
useless, and electronic intelligence may drown the analyst in partial

or conflicting informétion. Technical collection is of Tittle help in
the most important and difficult problem of all -- political intentioné.

This is where clandestine human intelligence can make a difference.

We started a clandestine intelligence service in 0SS. Over the
years it has proven itself. It has served the nation well. It has also
received slings and arrows which it did not deserve. I am personally

dedicated to supporting it and strengthening it.

0f late, a good deal of the criticism of our intelligence has been
leveled at the analytical function. The necessity of ana}ysis is obvious.
Collection is facts. Just as houses are made ofistones, so is collection
made of facts. But a pile of stones is not a house -- and a collection

of facts is not Tikely to be intelligence.

Much of the criticism is based on unrealistic expectations of what
an intelligence service can do. We produce good current intelligence
and good intelligence on military and‘economic capabilities. But if
one reduces all intelligence analysis to the predictive function --

and then looks for a 1000 batting average -- no intelligence organization



will measure up. We are interested in foreknowledge, but we do not

have a pipeline to God. MNor do we have a crystal ball. In short,

the CIA does not have powers of prophecy. If has no crystal ball that
can peer into the future with 20-20 sight. We are dealing with “probable"

developments.

Also, it is one thing to deal with something that is knowable but
unknown by us. It is another thing to deal with something that is
unknown and unknowable. Oftén intelligence is expected to predict what
course a country will take when the Teaders of that country themselves

don't know what they will do next.

If we can't expect infallible prophecy from the nation's investment
in intelligence, what can we expect? We can expect foresight. We can
expect a careful definition of possibilities, and ascertainment of what
can be known by testing, observation, professional analysis which probes
and weighs probabilities, assesses their implications and assists the
policymakers in devising ways to prépare for and cope with the full
range of probabilities. The President does not need a single best view,
a guru, or a prophet; the nation needs the best analysis of the full

range of views and data it can get.

The process of analysis and arriving at estimates needs to be made
as open and competitive as possible. We need to resist the bureaucratic

urge for consensus.

We don't need analysts spending their time finding a middle ground

or weasel words to conceal disagreement. Their time needs to go into



evaluating information, searching and evaluating meaning, expressing
both their conclusions and their disagreements clearly. The search to
unify the intelligence community around a single homogenized estimate
serves policy makers badly by burying valid and meaningful differences,
forcing the intelligence product to the lowest or biandest common
denominator. This search for consensus cultivates the myth of
infallibility. It implicitly promises a reliability that cannot be
delivered. It too frequent1y deprives the intelligence product of
relevance and the policy maker of the range of possibilities for which

prudence requires that he prepare.

The time has come to recognize that policy makers can easily sort
through a‘wide range of opinions but cannot consider views and opinions
they do not receive. The time has come to recognize that CIA, DIA, NSA, and
every other element of the intelligence community should not bn1y be

allowed to compete and surface differences, but be encouraged to do so.

And, the time has come to recognize that the intelligence community
has no monopoly on truth, on insight, on initiative in foreseeing what
will be relevant to policy. For that reason, we are in the process of
reconstituting a President's Foreign Intelligence Advisory Board made
up of strong and experienced individuals havihg a wide range of relevant

backgrounds.

- In addition to that, we ask scientists and a wide variety of
experts, scholars and practitioners to serve on advisory panels to

address special problems and we contract with think tanks and a wide



variety of business corporations to do specialized research for us.
So to get the intelligence we need, we must call up all the intelligence

information and scholarly resources of the nation.

We will need to do even more of this in the future to cope with
the intelligence requirements of our 1ﬁcreasing]y complex and ‘dangerous
world as it generates new threats. In the 0SS, we were doing pretty
well if we knew where the enemy was and how he was redeploying his
forces. For the first twenty years of a peacetime intelligence most
of the effort went to understanding the production and capabilities of
weapons. It is only in the last decade that it has dawned upon us that
we have been threatened and damaged more by coups and subversion and
economic aggression than by military force. We will still devote a large
slice of our effort to military estimates and rely very heavily on them
in formulating our defense budget and force structures. But they will have
to be supplemented by increased efforté to assess economic vulnerabilities
and technological breakthroughs and tojidentify social and political
instabilities and how they can or are being targeted by economic and
political means by subversion, by terforism, by propaganda, and by other
means of destabi]fzation. To meet theée challenges fully we will have to

call upon the private sector for additional assistance.

So much for the kind of 1nte11igehce capabilities we have and need

to develop. Let me now give you somé bf the specifics of the prob]ems'we face.

OQur first priority is still the.Sbviet Union. It has been the

number one adversary for 35 vears. _It is the only country in the world



with major weapons systems directly targeted at the United States which
could destroy the U.S. in half an hour. For that reason alone, it

remains the number one target.

Today we live in a world of increasing nationalism, increasing
terrorism, and vanishing resources. These three realities illustrate

the new kinds of problems of concern to intelligence.

First, the tide of nationalism is running'strong in the less-developed
countries of the world. There is hostility and negativism toward free
enterprise. There are potential dangers there for American, European,
and even Japanese multinational corporations. Local politicans cannot
always manage this distrust of foreigners. Free enterprise from abroad
suddenly appears as foreign domination or neo-colonialism. It is

difficult to predict when and where this hostility will break out.

Nationalism is not new. Its manifestations range from restrictive
policies to outright expropriétion. What is new today is that it is
accompanied by global economic distress. This is caused by the explosive
growth in energy costs -- in both the industrialized countries and the

less-developed ones.

The enormous cost of fueling economic activity is forcing the
less-developed countries into austerity and no-growth policies. They
are running out of credit. They cannot meet the very high interest

rates required. A1l this intensifies instability.

One form of instability that I'm afraid we'll see more of around the



world is terrorism -- hijacking, hostage-taking, kidnapping, assassination,
bombing, armed attack, sniping, and coercive threats -- mindless acts of
violence designed to create a political effect -- regardless of the

innocence of the victims.

- Last year also marked the first time that a large number of deadly
attécks were carried out by individual nations. This is a dangerous
development, It is one thing for a demented individual o? a private
group of fanatics to resort to terror. For a nation to resort to it
with all the resources it can command is another -- and much more

serious -- matter.

It is a grim story. What do we do about it? At CIA, international
terrorism has been high on the list of intelligence priorities for some
time. Defensive tactics are taught to key personnel serving abroad.
Many business corporations4have been searching for defensive measures to
pfotect their people. What must be done is to adopt a firm pb]icy and
develop a strategy for dealing with terrorism before a crisis situation
arises -- when the terrorists hold all the cards. We all must maintain
an awareness of the constant threat of terrorism and learn how to react
quickly and decisively. Terrorists must learn that there is little or

no payoff where Americans and American interests are involved.

Another factor threatening international stability today, is
our Tong-term and increasing dependence on fewer critical resources
worldwide. Until recently, availability of natural resources has been

taken for granted.
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Roughly a decade ago, we received a jb]t. Shifting geopolitical
patterns, coupled with rising Third World nationalism, sharply tempered
our expectations. The o0il crisis of 1973 was the first time we could
actually see and feel the crushing impact of international "non-military
warfare" strike us squarely where it hurts the most -- in our pocketbooks

and in our life-styles.

That crisis still haunts us with a new reality. Others, well away
from our borders, can now place their hands on our economic throttles
and on our ecoﬁomic throats. International tensions and threats are not
limited to military ones. There are other powér projections far more
subtle because they are largely unseen and thus not readily perceivéd.
Senator Goldwater, (indistinct)...the dangers of being caught short without
an adeqUate gameplan to deal with it. We would lose access to the minerals

chromite, cobalt, tantalum, and others as Senator Goldwater told us.

It would mean massive shocks to our economic system and current
Tife-styles. Without these minerals, we cannot make TV sets or computers
or heart-lung machines or produce high-grade stainless steel for a.
thousand uses. The implications for our defense capabilities are just

as grim. No supersonic jets and no sophisticated submarines.

In the future, we can expect to be in competition with the Soviet
Union for both 0il and nonjfue1 minerals. They have both in Siberia,
but the technological developments needed and the cost will make it
prohibitive for some time to come. In response, the Soviet Union is

moving toward a policy of selective and strategic dependency on foreign



resources. This is an alternative to the exceptionally high capital

costs of their extending their own self-sufficiency.

Add to this a growing trend in the Third World in which ownership
and control of natural resources are changing from commercial to state
dominance. This historic change provides the political environment
for Soviet access to Third World natural resources. Soviet support for
state ownership and control in the Third World creates a potential
for non-market state trading corporations through which the flow of
minerals can be organized as barter. This expansion of non-commercial
mineral resource qontro], combined with Soviét power-projection
capabilities are raising acute concern about Soviet access strategy
in the Persian Gulf oil and South African minerals. And I can spell out

to you how that is being developed.

Let me now conclude with a quick word about accountability. It is
often said that intelligence is not accountable. Nothing could be
further from thé trﬁth. It always has had to answer fully to the President,
in varying degrees to the Congress, the National Security Council,
the Office of Management and Budget, and the Intelligence Oversight
Board. In the past few years, we have witnessed an expanded intelligence

oversight role for the Attorney General and the Courts.

Today our relations with the two permanent Congressional intelligence
committees are excellent. We are responsive to their concerns, as we
should be. In turn, their attitude is one of "what can we do to help

you accomplish your mission?" Qur response has been to ask them to
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help us protect necessary secrecy, with such legislation as may be

appropriate.

The first bill along these 1lines was passed by Congress last
October. It deals with intelligence oversight and how it is to be
exercised. For us, it means that we have to report important activities
at most, to two instead of eight committees. Congress realized that it
is very difficult to keep something secret when up to 200 people have to

be cut in on it. Down to about 20 now.

The second legislative bill that would help us is not yet passed --
it is designed to protect the secret identities of intelligence officers
and agents under cover. It is really outrageous that dedicated people
engaged or assisting in U.S. foreign intelligence activities can be
endangered, and are endangered, by a few individuals whose avowed purpose
is to destroy the effectiveness of inte]}igence activities and programs
duly authorized by Congress. That is what a few misguided 1ndivfdua1s

are doing. It must be stopped.

Third, we need an exemption from the Freedom of Information Act.
There is too much information released that should remain secret. This
Taw is a poor law in that it_allows anyone to request information on
the activities of our intelligence agencies. It also cuts intelligence
agencies millions of dollars and ties up our personnel (indistinct) could

or should be doing (indistinct) intelligence.

Recently, on one request, we spent $300,000 to meet an FOIA request

from Mr. Philip Agee, a renegade from the CIA who goes all around the
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world (culpably) exposing those he thinks are CIA people. This causes
continuous (indistinct) to other intelligence services who cooperate

with us, and it causes our people to (indistinct) all around the world.

If the KGB wrote us and we assume that they do, we would have to
respond in ten days. Do we really want to turn the CIA into a purveyor
of information for the world rather than a supplier of intelligence

to our policymakers?

Secrecy is essentié] to any intelligence organization. Ironically,
secrecy is accepted witHout protest in many areas of our sociéty.
Physicians, lawyers, c]érgymen, grand juries, journalists, income tax
returns, crop futures -- all have confidential aspects protected by
law. Why should national security information be entitled to any less

protection?



